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If someone you meet online asks to meet you in 
person, tell a parent, teacher, or other trusted adult

Use the privacy 
features of chat rooms 
and other social media

Don’t open emails from strangers

Never agree to 
meet in person 
someone you 
have met online

Don’t tag yourself or anyone else  
in photos that can be seen publicly

Don’t share your personal information 
(name, family members’ names, school, 
friends’ names, age, address, phone 
number, etc.) with anyone you don’t know

Change your passwords regularly, especially 
if you think someone else might have it

Don’t accept friend invites from strangers

Don’t share your 
passwords, even 
with friends

Use an online nickname 
that doesn’t give clues 
to your real identity

if you 
are 
being 
cyber 
bullied

•	 �Don’t try to reason or communicate 
with the person who is bullying you

•	 �Use the “block” feature to prevent the 
person from contacting you again

•	 �Tell a trusted adult or contact the  
Kids Help Phone web site

•	 �Save any messages you receive as 
evidence

cyber safety
Strategies for online  
and cell phone safety:

activity D9 
Cyber Safety


